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Overview
ÒWhy underground sensors? Applications
ÒCommunication technologies for underground sensing
ÒSystem architectures for underground sensing
ÒPath loss models for underground communication
ÒLearning to communicate underground
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What are wireless (underground) sensor networks?
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MoleNet: Underground Soil Monitoring
ÒMoleNet Node: self developed sensor platform, Arduino-

based
ÒWireless communication over 434 MHz
ÒSensors: Water content, temperature, humidity, pH value, 

dissolved oxygen, …
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MoleNet: Hardware
Real time clock

Radio transceiver (RFM69CW), at 434 MHz
Microcontroller

D. Cost

The project site requires dense deployment of the nodes.
Most of the commercial wireless sensor nodes cost more than
90 euros. Therefore cost of the designed sensor node is strived
to be as low as possible. Table I shows the cost of individual
components and total cost of MoleNet, which is below 50
euros. The cost may further be reduced when the nodes are
manufactured in large quantity.

Components Cost
Micocontroller e 2.85
RFM69CW e 4.35
EEPROM e 2.15
RTC e 10.00
Antenna e 6.27
Res, Cap, etc. e 5.00
PCB e 15.35
Total e 45.97

TABLE I: Cost of MoleNet sensor node.

The MoleNet sensor node supporting both 434Mhz and
868MHz transceivers is then used for various UG2UG and
UG2AG experiments. The next section highlights the main
results from those experiments.

VI. EXPERIMENTAL RESULTS

Before the actual deployment at the Revitec site, different
experiments were performed at the University of Bremen using
the MoleNet sensor node. The general testing environment is
presented in Figure 8 and is situated outside of our campus,
on a large free field with minimum interference. The soil
at the experiment field is a mixture of sand and clay with
almost equal proportion of both particles. An area of 3m
x 3m was cleared from vegetation to monitor the UG2AG
communication for different depths. The receiver antenna
FLEXI-SMA90-433, that is attached to a spectrum analyzer
through 7m long N-type connector RG214U cable is kept at a
height of 65cm from the ground. The depth of sensor node, as
well as the distance between the sensor node and the receiving
antenna were varied.

Four types of experiments were performed to evaluate the
performance of the MoleNet sensor Node. First the 434MHZ
transceiver was used with the MoleNet to evaluate UG2AG
communication for fixed and variable depths of the under-
ground sensor node. Then the 868MHz transceiver is used
to evaluate UG2AG communication for fixed depth of under-
ground sensor node. At last the 434MHz transceiver was used
to discover the range of reliable UG2UG communication.

A. UG2AG communication, 20cm depth, 434MHz

First the MoleNet sensor node was buried at a depth of
20cm. The aboveground receiver was placed at a distance of
1.5m above the ground. The receiving MoleNet was connected
to the laptop to monitor the packet error rate (PER) and
received signal strength (RSS) of incoming packets. The above

Fig. 8: UG2AG experimental setup, near University of Bremen

ground receiver node was then moved away from the transmit-
ter to determine the range of reliable communication. In nearly
dry soil a communication range of 80m was achieved. Figure
9a shows the packet loss rate for dry soil. Until 79m there
were no packet losses but after 81m packet loss rate increased
drastically. Figure 9b shows the RSS for the receiver from
80 to 84m. Although the packet loss rate increased after 80m
but received signal strength of the packets after 80m remained
consistent. The same experiment was then carried out in moist
soil, where the communication range was reduced to 40m.

B. UG2AG communication, 20cm depth, 868MHz

The same experiment was then performed using the
MoleNet sensor node with 868MHZ transceiver. The reliable
communication range achieved by 868MHz transceiver was
only 20m in dry soil. Figure 9c shows the packet loss rate for
868MHz transceiver. Until 19m the communication was reli-
able between the transmitter and receiver but after 20m there
was significant increase in packet loss rate. Figure 9d shows
the received signal strength of 868MHZ transceiver. In contrast
to 434MHz transceiver, the received signal strength of the
packets outside reliable communication range also degraded
drastically. These results dictate that 868MHz transceiver is
not appropriate for underground communication. Therefore the
868MHz transceiver was not further used for any experiments.

C. UG2AG communication, variable depths, 434MHz

Then UG2AG communication was analyzed for different
depths of the underground sensor node. The depth of the
underground sensor node is increased in steps of 10cm.
Figure 10 shows the respective received signal strength for
different depths. The experiments were performed at multiple
locations for cross validation of the results. Ideally the received
signal strength should decrease with increasing depth but at
some instances RSS increased slightly with increasing depth.
As investigated in [11], The reason for this behavior can
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ReviTec: Reforestation Monitoring in Cameroon
Coffee bags 
with plant 
seeds and 
good soil

Sensor nodes 
below the 
coffee bags to 
measure 
humidity
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Aquarium Monitoring

K. Qayyum, I. Zaman, A. Förster: H2O Sense: a WSN-based monitoring system for fish tanks, 
Springer Nature Journal on  Applied Sciences, 2020.
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Finding Trapped Miners

Idrees Zaman, Anna Förster, Asad Mahmood and Frederick Cawood: Finding Trapped Miners 
with Wireless Sensor Networks, 5th International Conference on Information and 
Communication Technologies for Disaster Management, 2018

(a) Tunnel to mock blasting area (b) Entrance to Wits mock mine

(c) Tunnel area in Wits mock mine (d) Blasting area in Wits mock mine

Fig. 1: Different sections of the Wits mock mine at the University of the Witwatersrand

A. MoleNet (variant)
A sensor node is designed that can be mounted on a miners

belt. The sensor node is Arduino compliant and is an extension
to our sensor node MoleNet [8], [11] developed for wireless
underground sensor networks (WUSNs) for agricultural ap-
plications. The sensor node is slightly modified and designed
in a compact form so that it can easily be mounted on the
miner. It uses the Atmega328p for processing and provides
different interfaces, i.e. I2C, SPI, digital and analog I/O’s for
various sensors, i.e. oxygen sensor, CO2 sensor, or different
health monitoring sensors for the miners. The sensor node also
has 1Mbit external memory, that allows to save the data from
different sensors if no communication link is available. The
sensor node uses a RFM69 transceiver operating at 433MHz
for wireless communication and an AA cell power unit as
energy source. The sensor node also has an interface for the
HC-08 [15] bluetooth module for communicating with health
monitoring wearables. Figure 2 shows the developed sensor
node for underground mines. The sensor node is enclosed in
a rugged housing to withstand extreme rockfalls (not shown
in the picture).

B. Zolertia RE-Mote Sensor Node
The Zolertia RE-Mote [7] sensor node is used in order to

compare the performance of the developed sensor node for
underground mines. The Zolertia RE-Mote is a low power

Fig. 2: Sensor node operating at 433MHz developed for the
underground mines.

sensor node and is equipped with two transceivers with con-
figurable transmit powers, CC2420 and CC1200 operating at
2.4GHz and 868MHz respectively. The sensor node can be
programmed using Contiki-OS [12].

Fig. 5: Mean RSSI and standard deviation at different fre-
quencies outside the mock mine for scenario I (miner trapped
inside the mock mine).

below the stacked bags. The transmission powers for all the
frequencies are configured as for scenario I. Figure 6 shows
the emulated disaster scenario in the mock mine.

Fig. 6: Scenario II, sensor node buried under the emulated
rockfall inside the mock mine and different test points for
measuring the strength of the received beacons from the
trapped miner

As in scenario I, the rescuer measures the signal strength
of the beacons transmitted by the buried miner under the
rockfall. Figure 7 shows the measured received signal strength
(RSSI) at different test points, increasing the distance linearly
from the buried miner towards the closed end (except entrance
test point) inside the mock mine, as shown in Figure 6b.
The sensor nodes operating at 433MHz and 868MHz easily
managed to communicate to the complete length of the mock

Fig. 7: Scenario II, mean RSSI and standard deviation at
different frequencies inside the mock mine for the sensor
nodes buried under the rock fall.

mine, with beacons at 433MHz showing better signal strength
than at 868MHz. On the contrary, the 2.4GHz transceiver
could only manage to communicate to the nearest test points.

Similarly, the strength of the beacons is also measured
outside the mock mine along its length. Figure 8 shows the
results for the strength of the received beacons at different
frequencies. The results outside the mock mine show a signif-
icant increase in the standard deviation as the electromagnetic
wave propagates through multiple mediums i.e. through the
rockfall, through the air and then through the tunnel. The
developed sensor node operating at 433MHz demonstrated
better coverage as compared to the Zolertia RE-Mote sensor
node.

Fig. 8: Scenario II, mean RSSI and standard deviation outside
the mock mine for the sensor node buried under the rock fall
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The self healing [16] property of WSN, makes them most
suitable for disaster management in underground mines.

• In the worst case scenario, if all the communication links
break due to an incident, the location of the miners can be
estimated from their last logged position in the database
and will allow the rescuers to reach out to those places.

Figure 15 shows a snapshot of the developed application for
finding trapped miners.

Fig. 15: Application for tracking miners in the Wits mock
mine

VIII. CONCLUSION

Underground mines are a harsh environment and pose
various safety and health concerns for the miners. Especially
in case of a mine collapse, miners safety becomes very critical.
Where traditional means of communication, i.e. wired and
through-the-earth, breakdown in case of an incident, WSNs
have the potential to facilitate the rescuers in finding the
trapped miners because of the flexibility, redundancy and self
healing nature of such networks. In this regard WSN nodes
operating at low frequencies has been prototyped for usage
in this application. The prototyped nodes were tested using
various trapped miner scenarios, emulated inside the mock
mine at the University of the Witwatersrand. The measure-
ments have shown that the prototyped sensor node operating
at 433MHz give better results in all emulated scenarios in
comparison to commonly available sensor nodes operating at
868MHz and 2.4GHz, hence enabling communication with the
trapped miner in case of a mine collapse. Based on such sensor
nodes, a method for continuously tracking of the miners in real
time is also proposed.
In future, the developed sensor node can be equipped with
different health monitoring sensors for the miners, allowing
to examine their health status in real time. Finally, the work
can also be extended with experiments in an operational
underground mine.
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Elephant detection in 
Sri Lanka

ÒRegular conflicts between elephants and 
people

ÒRecognize elephants by underground 
seismic sensors

ÒSame idea for train recognition (and similar)
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Communication Technologies for WUSN

ÒOnly EM is practical (affordable and available) for all applications
11
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Fig. 9. An example of a VLC using LED as a transmi�er and Photodetector (PD) as an optical receiver.

%A
%C

=

(
�(<+1)
2c⇡2 cos2 ( c2 �k ) cos< (q)) (k ) cos (k ) 8 5 0 < k < k2

0 4;B4
(3)

< =
� log 2

log(cos (q1/2))
(4)

Where %A is the power received by the PD carried by a miner and %C is the transmit power of the LED. � denotes the
physical area of the PD in the receiver, ⇡ is the distance that separates the LED to the PD (miner) and depends on the
irradiance anglek of the LED. From Figure ??, we observe that q andk are two alternate interior angles, thus q = k2 .
< is the Lambertian parameter of the LED, and its value is given in (??). q1/2 denotes the half-power angle of irradiance
of the transmitting LED, and ) (k ) is the �lter gain of the PD.k2 denotes the width of the �eld of view of the PD.

5.6 Comparison of wireless underground technologies for WUSN
This section summarises the wireless technologies we have presented so far and the comparison is presented in Table ??.
The evaluation of these technologies has been conducted in 9 parameters: the burial depth, the communication and the
frequency range, the data rate, the attenuation, the deployment cost, the applications in which they are used, and their
advantages and disadvantages.

Table 6. Comparison of wireless technologies used in WUSN.

Parameters EM MI ACW MPT VLC

Burial depth Low (few meters) Low (few centime-
ters)

High (hundred of me-
ters)

High (hundred of
meters)

High (hundred of
meters)

Communication
range

Low (few meters) Low (few meters) High (hundred of me-
ters)

High (hundred of
meters)

High (hundred of
meters)

Frequency
range

High (433MHz-
2.4GHz)

Medium (4MHz-
16MHz)

Low (100Hz-16KHz) Low (1Hz-1kHz) Very high (400THz-
800THz)

Data rate Medium (in hun-
dreds bytes/s)

Medium (in hun-
dreds to thousands
bytes/s)

Low (in tens bytes/s) Low (in bytes/s) High (in thousands
to millions bytes/s)

Attenuation High Low High Medium High (in the soil)

Deployment
cost

Low(depends on the
area’s size)

Low (Depends on
number of relays)

Average Low Low

Applications Precision agricul-
ture; Test-beds;
Coal mine; Pipeline
monitoring

Precision agricul-
ture; Health care;
Data transfer (NFC)

Precision agriculture;
Coal mine; Test-beds;
Monitoring of under-
ground resources (oil,
gas)

Oil and gas
monitoring;
Underground
drilling; Down-
hole telemetry

Down-hole moni-
toring (gas); Coal
mine.

Manuscript submitted to ACM
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Communication Technologies
ÒLoRa and LoRaWAN
Ò High range

Ò Good soil penetration

Ò Low cost of devices

Ò Low operational cost

Ò Low energy consumption

Ò Low bandwidth

Ò Similar: SigFox, NB-IoT (but higher operational costs)

12

ÒWLAN
Ò Low range

Ò No soil penetration

Ò Low cost of devices

Ò Low operational cost

Ò High energy consumption

Ò High bandwidth

Ò Similar: ZigBee
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UG2AG Experiment with 434 MHz and 868 MHz

(a) Packet loss rate at 434MHz (b) Received Signal Strength at 434MHz

(c) Packet loss rate at 868MHz (d) Received Signal Strength at 868MHz

Fig. 9: UG2AG experiments at 433 MHz (top) and 868 MHz (bottom).

be multipath propagation, the behavior that is much more
prominent in topsoil region.

Fig. 10: Received Signal Strength at 433MHz

D. UG2UG communication, 20cm depth, 434MHz transceiver

Finally MoleNet with 434MHz transceiver was used to find
the maximum range of reliable UG2UG communication. Both
the MoleNet sensor nodes, the transmitter and the receiver
were buried in a depth of 20cm at a distance of 10m from
each other. There was no communication between the two
sensor nodes at a distance of 10m. First, the distance between
the two nodes was reduced in steps of 1m. Both the sensor
nodes started to communicate at a distance of 8m with the

holes opened from the top. Once the holes were covered there
was no communication at 8m. The distance was then reduced
by 0.5m. There was a reliable communication (less than 5%
loss) between the two sensor nodes at a distance of 7.5m even
when the holes were covered from the top.

E. Experiment Results from Ngaoundere, Cameroon

The final version of MoleNet sensor node was also tested
at the ReviTec project site in Ngaoundere, Cameroon. Figure
11 shows the MoleNet sensor Node before being buried at the
ReviTec site. The MoleNet was buried in a depth of 13cm.
The MoleNet remained buried at the site for five days and the
results were gathered by the above ground MoleNet sensor
node in a nearby building. There were several rain showers
during the deployment period of five days at the ReviTec site.
The MoleNet sensor node managed to operate successfully
during that period.

The values of VWC were recorded for five days. Figure
12 shows the readings of VWC during that period. The graph
shows an increase in VWC of the soil on 10th of April at
14:00. That was the time when it started raining at the ReviTec
site. There were few light showers of rain on 11th of April and
on 12th of April it rained very heavily at the ReviTec project
Site. The graph also shows an abrupt increase in the VWC on
12th of April at 14:00. As discussed in Section I, the soil at
the ReviTec site does not hold the water for very long time.
Therefore the VWC also started falling rapidly.

The experiments have shown that the MoleNet can operate
successfully in an underground environment.
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System Architectures
ÒDictated by the communication technology selected or vice versa

14

Sensors underground, 
communication overground

Björn Gernert; Jan Schlichter; Lars Wolf: PotatoScanner – A Mobile Delay Tolerant Wireless Sensor Node for Smart Farming Applications, 
2019 15th International Conference on Distributed Computing in Sensor Systems (DCOSS)

Star topology to gateway

Ò Sensor nodes send data 
to in-network gateways 
(a to b)

Ò A mobile mule (a tractor, 
c) gathers the data from 
the gateways …

Ò ... And delivers it to the
server
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System Architectures
ÒDictated by the communication technology selected or vice versa

15

Sensors underground, 
communication overground

datafloq.com

Ò Sensor nodes form an 
ad hoc network

Ò The sink (server) is
somewhere on the
border of the networkIn-network multihop
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System Architectures
ÒDictated by the communication technology selected or vice versa

16

Sensors underground, 
communication mixed

Star topology to gateway

MoleNet sensor, molenet.org

Ò Sensor nodes 
completely burried

Ò Gateway in the field

Ò Sensor nodes
communicate directly
with gateway

Ò Gateway connected to
the Internet
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System Architectures
ÒDictated by the communication technology selected or vice versa

17

Damien Wohwe Sambo, Anna Forster, Blaise Omer Yenke, Idrissa Sarr, Bamba Gueye, Paul Dayang, 
Wireless underground sensor networks path loss model for precision agriculture (WUSN-PLM), IEEE Sensors Journal 2020

Sensors underground, 
communication mixed

In-network multihop

Rarely seen in practice
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Underground-2-Underground Communication

ÒWhy UG2UG?
Ò Cost of gateways

Ò Theft protection of gateways

Ò Additional soil sensor

ÒDepends mostly on soil moisture and distance
ÒCurrent channel models depend on various lab measurements
ÒOur work with predicting the channel state with soil moisture only

18
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Path loss model for underground communication
Ò General link budget equation:

ÒAdd the attenuation due to soil 𝑳𝒔; 𝑳𝒕𝒐𝒕 = 𝑳𝟎+𝑳𝒔

Ò 𝐿()( 𝑑𝐵 = 6.4 + 20 log 𝑑 + 20 𝑙𝑜𝑔 𝛽 + 8.69𝛼𝑑

Ò𝛼, 𝛽 are related to soil conditions:

Ò 𝛼 = 2𝜋𝑓 ?@?AB@BC

D
1 + BCC

BC

D�
− 1

�
𝛽 = 2𝜋𝑓 ?@?AB@BC

D
1 + BCC

BC

D�
+ 1

�

Ò𝜀I, 𝜀II are the real and imaginary parts of the Complex Dielectric Constant (CDC)

ÒSoil sample analysis in a laboratory setting required to evaluate CDC
19

DEDE ET AL. 9

ones, plus some hybrid variants.
1) Synthetic Radio Propagation Models: Synthetic radio

models attempt to mathematically describe the propagation
of the radio signal through the environment and predict its
strength at the receiver. In general, they calculate the so-called
Path Loss, that is, the loss of strength between the sender and
the receiver, as:

PR = PT + GT + GR � PL � LT � LR (1)

where PL is the path loss, PT and PR are the transmitted
and the received power, GT and GR are the gains of the
transmitting and the receiving antennas, and LT and LR are
the losses of the transmitting and receiving systems (e.g. coax,
connectors, etc.). All parameters are in dB. This equation is
often called also the link budget equation [57]. Very often,
the system losses get neglected in simulation models and only
the antenna gains are used.

The path loss is due to various factors, such as:
• Spreading: When the signal is emitted from the sender,

it does not travel in a line, but rather spreads uniformly
around it. This, of course, also happens in vacuum. The
signal gets weaker with distance according to the inverse
square law.

• Attenuation: When the signal loses some of its power due
to interaction with the medium. In a perfect vacuum, the
attenuation should be zero, but a perfect vacuum does not
exist, even in space.

• Fading: The attenuation itself changes over time and / or
distance.

• Doppler e�ect: When the sender is mobile, the signal gets
stretched or contracted. This impacts the frequency of the
signal as it travels and is a specific kind of fading.

• Shadowing / Superposition: When the signal interacts
with other electromagnetic signals or reflections of itself.
This is often also referred to as interference. For OppNets,
relevant interference sources are all devices working in
the same frequency bands as OppNets link technologies
(mostly 2.4 GHz) and some other more unexpected de-
vices, such as microwaves.

Most often, models use a more or less sophisticated version
of the following equation:

PL(d)[dB] = PL(d)[dB] + X�[dB] (2)

where PL(d) is the mean path loss for some distance d from
the transmitter and X� is a probability distribution, typically
Gaussian with zero mean and standard deviation �. This
distribution function models the above mentioned factors as
noise in the system.

Models usually target either the calculation of the path loss
(deterministic models) or the calculation of the noise (non-
deterministic models). Reality is mirrored best with combined
methods. However, most of the path loss models can be easily
combined with the noise models, as it is a simple sum (see
Equation (2)).

The simplest model is the so-called Unit Disk Graph
(UDG). The idea is shown in Figure 5: two nodes in a network

A

B

C

dt

Fig. 5: The Unit Disk Graph model.

are connected to each other if the distance between them is
below some threshold dt . In this case, the path loss is assumed
to be zero. Otherwise, they cannot communicate to each other
at all and their path loss is considered to be some maximum
value, which makes the transmission impossible. Often this
model is also called the Binary model, since it either allows
for perfect communication or none at all. Obviously, this model
is not very realistic, though it is very e�cient.

Looking back at our Equation (2), UDG can be expressed
as:

PL(d)[dB] =
(

0, if d  dt

1, otherwise
(3)

where the noise is always 0. This can be easily extended to
also include noise and to make the borders of the unit disk
fuzzier. The noise distribution can be Gaussian with zero mean
and some standard deviation �, but it can also be some other
distribution.

Typically, the noise is considered to be independent spatially
and timely. In other words, every time you need to calculate the
path loss at some destination point, you do so independently of
what you calculate at other positions (spatial independence) or
for the same position at a di�erent time (timely independence).
However, many researchers have shown that this is not the
behaviour of real world wireless links, so both dimensions
(time and position) are highly relevant.

Some researchers have considered the spatial dependence
in [58]. They have shown that the noise at a particular angle
is dependent on the noise at neighbouring angles, which is
defined by Equation (4). This model is referred to as the Radio
Irregularity Model (RIM):

PL
DOI

d
= PLd · Ki,

where

Ki =

(
1, if i = 0
Ki�1 ± rand · DOI, if 0 < i < 360

(4)

In other words, instead of adding noise to the path loss
independently of the position of the destination, it is calculated
dependent on the noise for destinations close by. The DOI
(degree of irregularity) is a parameter of how strong the noise
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Channel prediction with path loss models
ÒUse a path loss model to predict the channel
Ò Complex models, but still too simplistic.

Ò Needs information about soil composition, soil moisture, exact geographic locations of nodes and 
gateway, etc.
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Channel prediction with ML
ÒSoil moisture: driving force in the underground communication
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Channel prediction with path loss models
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Channel prediction with ML and soil moisture

ÒMathematical models to calculate the path loss (the decreasing 
signal strength) of underground communications

Ò Complex model, but still to simplistic.

Ò Needs information about soil composition, soil moisture, exact geographic locations of nodes 
and gateway, etc.

ÒOur idea: use ML based on soil moisture only to predict the 
success of a transmission

23
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Channel prediction with ML and soil moisture
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Preliminary Results
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11 of 13

Figure 9. VWC thresholds for different depth of sensor nodes for the Ngaoundere scenario.

(a) Total retries (averaged) for different depths (b) Energy consumed (averaged) for different depths

Figure 10. Total retries and energy consumed for 1% duty cycle with 95% confidence interval for
different burial depths and the Ngaoundere scenario.

5. Conclusion

In this paper, we presented a self adaptive communication based on soil moisture for underground
communication. Underground channel presents several challenges for UG2UG communication. Soil
moisture based communication allows the buried sensor nodes to conserve their energy and also
reduce total number of retries significantly. The results have shown that the communication protocols
for terrestrial WSNs suffer due to increased number of packet retries and also waste energy when there
is no communication possible.
The current work will be extended in the realization of reliable data link layer and network layer
protocols for WUSNs based on sensed soil moisture.
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Summary
ÒVarious unique applications and properties
ÒUnderground environment is challenging, but 

fluctuates less then air.
ÒWireless sensing is a promising field with various 

applications
ÒNew survey on underground sensor networks

https://dl.acm.org/doi/full/10.1145/3625388
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Wireless Underground Sensor Networks: A Comprehensive
Survey and Tutorial

DAMIEN WOHWE SAMBO, FUN team, Inria, France and Faculty of Science, University of Ngaoundéré,
Cameroon
ANNA FÖRSTER, Sustainable Communication Networks, University of Bremen, Germany

The Internet of Things has developed greatly over the past decade to cater to many diverse applications
across almost all !elds of life. Many of these applications can either pro!t or even explicitly require deploy-
ment underground, such as precision agriculture, but also land, pipeline, or mine monitoring. Underground
deployment o"ers many advantages, such as concealment of the devices for their protection. However, the
underground environment is also very challenging, especially for wireless communications and energy
harvesting. In this survey and tutorial, we o"er a comprehensive view of the complete topic, from theoretical
foundations of wireless communications underground, through system architectures and applications, to
energy harvesting options. These topics cannot be viewed separately from each other, as they are deeply
intertwined and all of them need to be considered before a possible deployment. We will show that wireless
underground sensor networks have a great potential for a variety of applications and are an intriguing alter-
native to overground deployments. We will describe the state of the art in a tutorial style, so that beginners
can also pro!t. Last but not least, we will identify remaining challenges to guide researchers in this area.

CCS Concepts: • General and reference→ Surveys and overviews; • Hardware→ Sensor applications
and deployments; • Applied computing→ Telecommunications;

Additional Key Words and Phrases: Internet of things, wireless underground sensor networks, wireless com-
munication, signal attenuation, energy harvesting
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1 INTRODUCTION
Recent developments in the Internet of Things (IoT) and its software and hardware have led
to a whole new sub-!eld, called the Internet of Underground Things (IoUT) or Wireless
Underground Sensors Networks (WUSNs) [86, 87, 152, 168]. Admittedly, there is no con-
sensus among researchers on which term to be used, and many other terms are also possible.
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